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Ball Corporation is committed to maintaining a strong security posture. We take the threat of 

ransomware and other attacks very seriously and employ a standards-based, management approved 

Information Security program that is continually updated based on the rapidly evolving threat 

landscape. This program includes a dedicated internal, globally distributed information security team; 

continuous 24x7 network monitoring; a strong network of external partners; and ongoing investments in 

related systems, processes, and people. We do not provide specific information with respect to our 

partners, software, hardware, and policies and procedures as these are deemed highly confidential.  

Our Board of Directors is responsible for overseeing the risk management function and enterprise risk 

management, including cybersecurity. The Board recognizes the importance of maintaining the trust and 

confidence of our customers, suppliers and employees, and the full Board receives reports at least 

annually from Ball’s head of information security on any cyber risks and threats, projects to strengthen 

our information security systems and the emerging threat landscape. Additionally, cybersecurity status 

reports are prepared quarterly and shared with the Chairman of the Board and the Executive Leadership 

team.   


